
MOHAMMAD REZA REZAKHAH
Conspiracy to Commit Computer Fraud; Computer Fraud; Wire Fraud; Violation of International
Emergency Economic Powers Act (IEEPA); Violation of International Traffic in Arms Regulations

(ITAR)

DESCRIPTION
Aliases: Mohammad Rezekhah, Mohammed Reza Rezekhah

Date(s) of Birth Used: August 4, 1978 Place of Birth: Iran

Hair: Brown Eyes: Brown

Height: 5'7" to 5'10" Weight: 170 to 180 pounds

Build: Slim Sex: Male

Nationality: Iranian

REMARKS
Rezakhah is believed to be living in Iran.

CAUTION
Mohammad Reza Rezakhah and Mohammad Saeed Ajily are wanted for allegedly conspiring with others to hack into the network and computers of a United
States cleared defense contractor in Vermont in order to steal valuable company software and business information. Rezakhah and Ajily allegedly utilized
compromised servers provided by a third co-conspirator to mask their true location and identity, and to launch computer intrusions against victim companies,
including the United States cleared defense contractor. As part of this intrusion, which occurred between approximately 2007 and 2013, Rezakhah and Ajily
allegedly stole the company’s sophisticated software product and other proprietary information.

On April 21, 2016, a federal grand jury in the United States District Court, District of Vermont, Burlington, Vermont, indicted Rezakhah and Ajily for their alleged
involvement in the conspiracy and a federal warrant was issued for their arrest after they were charged with Conspiracy to Commit Computer Fraud, Computer
Fraud, Wire Fraud, Violation of International Emergency Economic Powers Act (IEEPA), and Violation of International Traffic in Arms Regulations (ITAR).

SHOULD BE CONSIDERED AN INTERNATIONAL FLIGHT RISK
If you have any information concerning this person, please contact your local FBI office or the nearest American Embassy or Consulate.

Field Office: Albany

https://www.fbi.gov/wanted/cyber/mohammad-saeed-ajily
https://www.fbi.gov/contact-us/field-offices/albany
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